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Abstract of the contribution: The contribution proposes interaction between the AF and the SMF to be supported via PCF. It also suggests that AFs which are not controlled by the operator should interact with the other NFs via NEF.
Discussion

This contribution updates section 5.6.7 for the following:

· Emphasizes use of PCF for interacting with the SMF. Policy framework defined in TS 23.203 may be used for supporting policy and charging control purpose. As a part of unified deployment effort, interaction between the AF and the PCF can also be supported similar to Gx/Rx interface defined for EPC. Many benefits of supporting interactions between the AF and SMF via PCF are provided in contribution S2-170890 and S2-170961 discussed in S2#119 meeting. 
· Removes EN since it is proposed to have interaction between the AF and SMF via the PCF.
· Per definition of AF from section 6.2.10, it indicates that if the AF is untrusted, it needs to interact with the PCF via NEF.
Proposal

***** Start of Change (all new text) *****
5.6.7
Application Function influence on traffic routing

Editor's note:
Roaming case is FFS.

An Application Function may send requests PCF to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network. If the operator does not allow an Application Function to access the network directly, the Application Function shall use NEF to interact with the PCF. Otherwise, the Application Function can access the PCF directly.
Such requests may contain at least:

-
Information to identify the traffic to be routed. The traffic can be identified by the DNN, and an application identifier or traffic filtering information.
Editor's note:
Mapping between the information provided by the Application Function and the information used in the Core Network, if needed, is FFS.

-
Information on where to route the traffic.

-
Potential locations of the Application Functions to where the traffic routing should apply. The potential locations of the AFs may e.g. by used for UPF selection.
Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.

-
Information on the UE(s) whose traffic is to be routed. Individual UEs identified using either External Identifer or MSISDN, all UEs, or groups of UEs.
Editor's note:
It is FFS How a group of UEs can be identified in the request

-
Information on when (time indication) the traffic routing is to apply.
If the Application Function issuing such requests belongs to the PLMN serving the UE, the Application Function may issue requests on behalf of other Application Functions not owned by the PLMN serving the UE.
SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path.

An Application Function may request to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.

***** End of Change *****
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